
  

 

IDENT IFY NEED FO R SECURITY  

 Identify Compliance Requirement 

 Recognize Social Engineering 

SECURING DEVICES 

 Maintain Secuirty of Devices 

 Use of Passwords for Security 

 Protecting Your Data 

 Identify and Mitigate Malware   

USING  INTERNET SAFELY 

 Browsing the Web Safely 

 Using Email Securely 

 Using Social Networking 

 Using Cloud Services  

 

TRAINING, EXAM & CREDENTIAL!  
3.5 Hours  –  Onsi te  or  Offs i te  

 

 
R e g u l a r  P r i ce  

 $149.95
 

CyberSAFE 

Training Dynamics Network  w/  

Neighbors Empowering Youth  

G E T  C y b e r S A F E   

Tr a i n i n g  &  C e r t i f i c at i o n  

CyberSAFE is accompanied 
by the Certified CyberSAFE 
credential process.  
 
Course takes students through 
the essentials of identifying the 
need to improve organizational 
security and safety  
 
CyberSAFE builds on an un- 
derstanding of how we interact 
on computers, mobile devices,  
networks, and the Internet. 

The CyberSAFE Readiness 
training enables consultants, 
members, and employees of any 
organization to identify  
common risks associated with 
using conventional end-user 
technology.  
 
Delivered in a half-day or less (3.5 
hours), CyberSAFE also  
prepares learners to earn their 
Certified CyberSAFE credential. 

 

Tel  (562) 548-2284      INFO@TRAININGDYNAMICS.ORG             www.TRAININGDYNAMICS.ORG 

C y b e r S A F E  R e a d i n e s s !  

ENROLL TODAY 

NEXT CLASS – OCTOBER 23, 2020 

 
 

50% off w/ code 

cyber50 

TDN Special Price 

$75.00 

mailto:INFO@TRAININGDYNAMICS.ORG
http://www.trainingdynamics.org/

